


• 20+ Milliarden bis 20201

• Verdoppelung der Datenmenge

alle zwei Jahre

• bis 2020 44 Zettabyte (44 

Billionen Gigabytes)

• 2015 - 45% IoT-Geräte

• 2020 - 81% IoT-Geräte 3

Internet of Things (IoT)

Cloud & Big Data

Connected & Integrated
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BEDROHUNGSLAGE

Leittechnik wird zunehmen Ziel von Angriffen

“Like WannaCry, NotPetya exploited a vulnerability in 

unpatched Microsoft Windows operating systems”
http://www.latimes.com/business/la-fi-maersk-cyberattack-20170817-story.html

“Last week's worldwide cyberattack potentially put lives at risk by paralyzing 

computers at state-run medical facilities across the U.K. — including many 

using discontinued Windows XP.”
https://www.nbcnews.com/news/world/why-wannacry-malware-caused-chaos-national-health-service-u-k-n760126

https://www.bloomberg.com/news/articles/2015-10-20/sony-to-pay-as-much-as-8-million-to-settle-data-breach-claims

https://www.usatoday.com/story/money/2017/05/23/target-pay-185m-2013-data-breach-affected-consumers/102063932/

https://www.bbc.com/news/technology-41336086
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Technology

Operational

Technology

Security for Assets

Security for Data

bekannt

neu 

• Cyber Assessments

• System Monitoring

• Secure Configuration

• Anti Virus

• Patches

• Backups

• Incident Response

• Cyber Assessments

• System Monitoring

• Secure Configuration

• Anti Virus

• Patches

• Backups

• Incident Response

Adaption 







27.000
Ingenieure und

Software-Entwickler

10 Mio.
Gebäude

30 Jahre
IT-Security

140 Jahre
Automation
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Secure Design &Configuration

Service to implement a securely 

designed OT infrastructure. Using 

industry & Honeywell best 

practice to harden the physical, 

network and application layers.

Outcomes

• Reduced risk to OT

• Reduce potential costs
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Cyber Security Assessment

Professional review of your sites 

OT following National Institute of 

Standards and Technology 

Cyber Security Framework. To 

Identify Vulnerabilities & provide 

a full report.

Outcomes

• Detailed Report

• Action plan to follow

• Provide Cyber baseline
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Cyber Security Monitoring

24/7 Remote monitoring of OT 

infrastructure (Networks, 

Applications, Servers). 

Providing alerts on any 

system performance or 

security issue

Outcomes

• Proactive monitoring

• Periodic reporting

• Early warning
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Post Incident Advisory

Contract providing ability to 

have Cyber specialist 

advise post incident. 

Follows industry best 

practice to recover the 

HBS customers OT

Outcomes

• Reduce Downtime

• Reduce cost 

Cyber Security Appliances

Install and support Cyber  

Security Hardware and 

Software to protect your OT 

Inc. Next generation Firewalls 

and Anti Virus to backup and 

restore.

Outcomes

• Reduce risk to OT

• Reduce potential costs

2

Blaues Modul Grünes Modul Gelbes Modul Oranges Modul Rotes Modul
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Cyber Security Assessment

Professional review of your sites 

OT following National Institute of 

Standards and Technology 

Cyber Security Framework. To 

Identify Vulnerabilities & provide 

a full report.

Outcomes

• Detailed Report

• Action plan to follow

• Provide Cyber baseline

Blaues Modul
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Eckdaten
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45%

16%

>300 

35% 

Outcome Based Services




